
Module description

Module title Abbreviation

Cybercrime II 02-DigL10-222-m01

Module coordinator Module offered by

holder of the Chair of Criminal Law, Criminal Procedure Law 
and Media Criminal Law

Faculty of Law

ECTS Method of grading Only after succ. compl. of module(s)

5 numerical grade --

Duration Module level Other prerequisites

1 semester graduate --

Contents

The course builds on the knowledge acquired in Cybercrime I and imparts detailed knowledge in the field of in-
formation technologies. The main focus lies on the characteristics of criminal proceedings. In addition, the law of 
communication networks and services will be covered. In particular, the TMG (Telemedia act) and the TKG (Tele-
communications act) will be discussed.

Intended learning outcomes

The students have deepened their knowledge of IT criminal law and gained extensive knowledge of criminal pro-
cedure law. Furthermore, they were introduced to the special features of telecommunications and telemedia law. 
To this end, the students solved various case studies.

Courses (type, number of weekly contact hours, language — if other than German)

V (2)
Module taught in: English

Method of assessment (type, scope, language — if other than German, examination offered — if not every semester, information on whether 

module is creditable for bonus)

a) written examination (90 minutes) or
b) oral examination (approx. 15 minutes)
Language of assessment: English

Allocation of places

--

Additional information

The course can be offered in hybrid form. The course or courses of the module can be offered in hybrid form ac-
cording to the decision of the person responsible for the module. Students will be informed of this no later than 
two weeks after the start of the semester.

Workload

150 h

Teaching cycle

--

Referred to in LPO I  (examination regulations for teaching-degree programmes)

--

Module appears in

Master's degree (1 major) Digitalization and Law (2022)
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